@ Insight Discovery

Discover everything - everywhere

Your infrastructure is your organisation’s backbone.
Insight Discovery is an add-on to Insight which puts
you in the cockpit of your enterprise network assets.

Insight Discovery is an agentless network
discovery product that sweeps your network
for hosts and devices.

It collects detailed information about detected
hardware and software, the data is then
consolidated and imported into the CMDB in
Insight.

Insight Discovery use protocols like SSH, WMI
and SNMP to connect to hosts and devices in
your network.

All the usual assets can be discovered out of
the box such as Linux servers, Windows
servers, routers, printers, computers etc. And
yes, you can easily design your own patterns to
discover more unusual assets in your
environment.

@ Atlassian Verified

Automatic Sweeps

Set Discovery to run at night time, it will silently
collect large amounts of data from your assets and
automatically import the data into the CMDB in
Insight.

Automatic Incident Creation

The combined power of Insight and Insight
Discovery automates issue creation if something
happens in your enterprise network - notifications
included.

(® RIADA

www.riada.se

Visit http://riada.se to learn more or contact
our sales department: sales@riada.se
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Dependency Mapping

What's going to happen if we...?

Insight graphs give you the dependency mapping
you need to run impact and dependency
analysis.

Reliable and Secure

Rely on the robust model for permissions,
security and data accuracy. All communication
is encrypted to safely protect credentials
during discovery.




Dependency Mapping and Impact Analysis

Insight Discovery preserves dependencies between hardware and software during scanning. The
powerful graphs in Insight visualise those dependencies enabling full and detailed overviews. Not only
can you view dependencies and all asset attributes, you can also see attachments and all reported
JIRA issues on each asset in the graph.

Enterprise Asset Visualisation - as it should be!
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Reports and Gadgets

Insight provides advanced reports and
gadgets to support your work. Want to know
your virtualization percentage? How many of
your hosts that are running Cent0OS? Which
servers are affected with the critical security
hole in OpenSSL?

Insight Discovery gives you the answers you
need, in seconds.

Available for download at

YAtlassian Marketplace




